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Mesdames et messieurs,

Cheéres panélistes, chers panélistes,

Distingués partenaires du milieu industriel, académique et gouvernemental

C’est avec une immense fierté que je vous souhaite la bienvenue a I’Université du Québec
en Outaouais pour ce Forum industriel sur la souveraineté en cybersécurité et les chaines
d’approvisionnements. Forum organisé en marge de la 20° Conférence internationale sur
les risques et la sécurité des systémes et d’Internet (CRiSIS 2025) et co-organisé par le
laboratoire de recherche en sécurité informatique (LRSI) et I'Institut Multidesciplinaire en

cybersécurité et cyberrésilience (IMC2).

Nous sommes rassemblés ici, aujourd’hui, autour d’une conviction commune : celle que
la cybersécurité, I'innovation technologique et la souveraineté numérique exigent plus
qgue jamais une alliance solide entre les milieux universitaires, les entreprises et les

acteurs publics.

Ce Forum, c’est justement cet espace de rencontre, de dialogue et de co-création : un lieu
ou les idées se transforment en projets, ou les défis deviennent des occasions

d’innovation et oU les partenariats prennent racine.

A 1’'UQO, nous croyons profondément que la recherche et la formation prennent tout leur
sens lorsqu’elles s’arriment aux besoins concrets du territoire et de la société.
Mais nous croyons aussi que c’est dans I'ouverture et la collaboration internationale que

se construit ’avenir de I'innovation.

C’est dans cet esprit que nous avons conclu des ententes de bidiplomation avec nos
partenaires bretons : I'Université Bretagne Sud, I'Université de Rennes et bientdt avec

I’'Université de Bretagne occidentale.



En février dernier, nous avons franchi une nouvelle étape en organisant, en partenariat

avec I'ENSIBS a Vannes, une école d’hiver en cybersécurité.

En partenariat avec Axeo et IMC? nous développons un programme d’incubation et

d’accélération dédié a la cybersécurité et a I'innovation technologique pour la défense.

Ce programme visera a accompagner les entreprises, les jeunes pousses et les équipes de

recherche dans la création, le prototypage et la commercialisation de solutions novatrices.

Notre volonté d’innovation va encore plus loin.
Nous travaillons actuellement a la mise en place d’'une plateforme de simulation en
cybersécurité — le Cyber Range — qui servira a nos programmes actuels et a notre futur

baccalauréat en cybersécurité, présentement en évaluation.

Ces exemples démontrent que nous sommes ambitieux et que nous souhaitons
positionner I"Outaouais comme un pdle d’expertise incontournable au Québec et au

Canada.

Mesdames et messieurs, Le Forum industriel n’est pas un simple événement. C’est une

invitation a penser et a agir ensemble.

Les enjeux de cybersécurité et de transformation numérique dépassent les frontieres : ils
exigent des solutions collectives, ancrées dans la recherche, nourries par I'expertise

industrielle et portées par la collaboration.

L'UQO est fiere de mettre son savoir, ses talents et son réseau au service de cet effort

commun.



Ensemble, nous pouvons batir un avenir numérique plus sécuritaire, plus résilient et plus

innovant.

Je vous souhaite des échanges riches, des rencontres fécondes et, surtout, de nouvelles

idées qui continueront de faire rayonner notre région et notre université.

Bienvenue a toutes et a tous au Forum industriel sur la souveraineté en cybersécurité et

les chaines d’approvisionnements!



